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M Menu Key Cancel/Power Key

Enter System Management

Menu

Co |Exit/Cancel the Present Operation

Fn | Workcode Setup Key

Power on/Power off

@ Door Bell Key

< IN | State Key(Clock In)/Up
ouTh | State Key(Clock Out)/Down

0-9 Num. Keys

Enter Employee ID or Password

oK Confirm Key
Confirm Present Operation

'™ ReaderAppearance W Menulist

Press [M] key to enter system management menu.
(This requires the administrator authorization if there is admin

registered in the system.) Menu List:

Dev ID
Time

Language

Mode

Enroll

Workcode Scope

IP Address

aylight Savin

Anti-Back
Precision
Volume
Unlock
Door Alert
Auto Off
Auto Update

Image Disp.

|
i

[ Setup |

Log Alert
Re-Verify

Log Setup

Subnet Mask
MAC Address
Gateway IP

Server IP

Server Port

—{Hardware Testt——|

Keypad, LCD, Sensor, Flash

| System Info |—| User, FP, Log, Serial,FirmVer |

W OperationGuide

@ Enroll User: Each user can register two fingerprints, one password and one RFID card.

IN MENU User v Enroll
. »User »Enroll
09 . 00 % U Setup (o Delete R ID
10-11-17 WED USB Flash Verify Mode Esc-C SetOK | (ID : 000001-999999 )
Select [User] Select [Enroll] Input user ID

* Enroll Fingerprint: Place the same finger on the sensor twice in a row to enroll fingerprints.

il

mOtherSetwp

Ve rlfy Mode: M- [User—[OK]—{Verify Mode] -[OK]—[OK]—Input employee ID—[OK]—
Use [4/INJ[OUT/»] o select ‘ANY/RF+FP/PW-+FP/RF+PW/ID+FP'—{OK]—[OK].

WorkCode: M- [Setup]—[OK]—[System]—[OK]—[WorkCode Scope]—[OK]
—Input Max—[OK]—Input Min—[OK] —[C]—[OK].

Item Explanation
GO0 The user in Group00 can not open the door
GO01 The user in Group01 can open the door anytime
G02-16 It is according to the Group & Time zone setting which
can be set through the software
Factory Qefault Go1
setting

Tips: Group setup is used for managing the access control privileges. Each group can
contain 4 time zones.

Dev ID: M-[Setup]—[OK]—[System]—[OK]—[Dev ID]—[OK]—
Input the device’s ID—[OK]—[C]—[OK].

ltem Explanation ltem Explanation
Any Fingerprint only, Card only or ID+Password only 0-999999 Valid scope for the Workcode
RF+FP It requires both Card and Fingerprint Factory default Max 999999
verification together setting Min 0
PW+FP It requires both Password and Fingerprint verification Tips: WorkCode indicates the work type , easily distinguishes which attendance record
together is related to which work type.
RF+PW It requires both Card and Password verification
together Net: M— [Setup]—[OK]—[System]—[OK]—[Net]-[OK]—to select [Mode/IP Address/Subnet Mask
/MAC Address/Gateway |IP/Server IP/Server Port]—[OK]—Modify parameters—[C]—[OK].
ID+FP Enter the user ID first then verify the fingerprint
Item Explanation Factor){tgdefault
Factory default A setting
setting ny TCP/IP Server mode: Common network mode
Mode TCP/IP Client mode: Only communicate Server Mode
Groub Setup: with the PC which has static IP
P P+ M—[User]~{OK]~[Group Setup]~[OK]~[OK}> Set terminal IP address when communication
Input employee ID—[OK]—Input the group ID—[OK]—[OK]. .
IP Address | Of TCP/IP, IP address must be a static 192.168.0.218

IP address.

Subnet Mask

Subnet Mask of the LAN 255.255.255.0

Unique Physical address of the network moudle. This

MAC Address setting can not be modified.
Gateway IP | Default Gateway of the LAN 192.168.0.1
The IP address of the Sever Machine
Server IP | when using Client Mode TCP/IP 192.168.0.7
communication.
Server Port It's the Software Port number used when the 5010

read is configured for TCP/IP communication

[C]—[OK].

Unlock: M= [Setupl—[OK]—[System]—[OK]—[Unlock]—[OK]—No/1~15—[OK]—

‘No’-no delay time; The maximum delay time is 15 seconds.

ltem Explanation ltem Explanation
- - — — The duration of the audible alarm to notify employees
1-99999999 Device II? o:the unit which is required in software 1-15 of events. (Lunch, break, Off Duty)
Factory default communication 1 No The device does not generate a door open signal after
setting successful verification.
Tips: It doesn’t allow duplicate Device ID in one LAN. Otherwise, it will cause software Factg;yttﬁ]efault 5
communication error. 9
Door Alert: M- [setup]—[0K]-[System]—[OK]—[Door Alert]—[OK]—
Language: M—[Setup]—[OK]—[System]—[OK]—[Language] —[OK]— to select No/1~99—[OK]—[C]—[OK]. ‘No’-no alert signal.
Use [4/INJ[OUT/» ] to select ENG/FRCH/GERM(...—~[OK]—[C]—[OK].
ltem Explanation
Item Explanation It generates the door open alarm signal if the door open
) 1-250 time is longer than the preset value
Languages | Optional 4 languages.
No Disable the door open alarm
Factory default Factory default
setting Related Language setting 15

Enroll Enroll FP Enroll FP Enroll FP Enroll FP Enroll FP
[
&[OKL Password/Card [OK] Place Finger #1 Take Off! Place Finger #2 Take Off! 008101-1
Esc-C Set-OK Cancel-C Sav-OK
Select [FP] Enroll fingerprint Press [OK] to save
e Enroll Password: Password length: 000000-999999.
Enroll Enroll PWD Enroll PWD Enroll PWD
FP 12
ress [OK]
press [OK] | et icara 19K] PWDID [oK] PwoD | oK. 008101-P
Esc-C Set-OK Esc-C Set-OK Confm Cancel-C Sav-OK
Select [Password] Input password Input password again Press [OK] to save
e Enroll Card :
Enroll Enroll Card Enroll Card
FP 112
M[OK]. Password/[&:1] [OK] Swipe card! 008101-C
Esc-C Set-OK Cancel-C Sav-OK
Select [Card] Swipe the card Press [OK] to save

2 Admin Setup: Admin(Administrator) has full access permissions to the device. It is recommended to assign a minimum of

two administrators to each unit.

MENU User v Admin Setup Admin Setup Admin Setup
»User Group Setup
Ol B OK] O OK] O
Setup 19K » adrmin Setup [OK]. JEISLLV N [OK] 008101 0K
USB Flash Admin Clear Esc-C Add-OK No-C Yes-OK
Select [User] Selelct [Admin Setup] Input Admin ID

Admin Setup
»ID 008101

Esc-C

Add-OK

Setup successful

e !
Place finger straight and ;
flat on the sensor. Insure
maximum sensor coverage. L

J \ J

Place finger in the center of the sensor.

Place finger on the sensor surface




VF30/VP30 Professional Access Control

‘m Package List ‘m Access Control Reader & Access Control Power Supply

2 Instruction Package 4 Connector Jack

3 Accessory Package
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= P

Exit Button
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Access Control Power Supply

&4
[ 4

Door Sensor|

: Door Bell

s i

Cn|——T

| oN |CINE)| ON |Hsnd|aN9| Zi+ ”
| |*
L —

NC |COM| NO %% D/S |[GND| 121

190 | 290 [aND | avd | Vi JAND [LOM [OOM

[~
wl + Power on to unlock NID

Power off to unlock I

Installation Step

@ Drill holes in the walll follow the hole position on back panel

@ Install and fix back panel, connect related cables
‘m Access Control Reader & Switching Power Supply

(3 Connect back panel to front panel by flat cable

@ Attach access control reader "F

.. erlng |nStrUCt|0n Switch Power Supply | |
3 : 2
= | = _ =
2 % Exit Button o)
D) P1 5 5 : 2
PIN Mark Description - ar— {:75 g
I
g C:]ﬂ 1 | woo | Wiegand 0 Output IE):D z 'l_ g C:I&
3 C:I&l 2 Wo1 Wiegand 1 Output % Door Sensor 3 C:I&'
= Power on to unlock §3:)::: )
% C:]E 3 GND GND g 2 :; Door Bell
@ B ; O
TCP/IP : CINI 4 | rRan RS485A : & ~AN
Communication Port™ || e i = N2 g CIN[—
unicatl 2CINJ 6 | oND GND . 2 . C:I&' T
8CINJ 7 | DB2 Door Bell 2 — T NI:I = ~
2 C:IS 8 DB1 Door Bell 1 Power off to unlock
1

"B Access Control Reader & SC011

PI2 PIN Mark Description
s 121 ]
% ; —— z:;npm 11|~ Connection Cable
NEDE|| 5 | 05 | boorswieh Connect the front part of device
NID 3 4 D/M Door Monitor
NSHIERED GND C:']N |
NLOe|[ 6 | vo NO CN
NID § 7 COM CcOoM C:]N
NI:Q 2l 8 | NC NC
CIN

180 | 290 |JaND | avd | Ve JAND [LOM JOOM|

NC JCOM| NO |GNDJD/M | D/S |GND| 121

Power off to unlock

Power on to unlock

Exit Button

(== Important notice: Please follow the wiring diagram as it is displayed. Damaged products due to
improper wiring are not covered by product warranty.

The products are subject to change without notice.



